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	Název přílohy
	Příloha č. 1 – Technické požadavky Zadavatele

	Název veřejné zakázky
	POŘÍZENÍ SUBSKRIPCÍ KE KOMERČNÍ ODNOŽI POSTGRESQL DATABÁZE

	Ev. číslo veřejné zakázky
	VZ2025099

	(dále to celé jen „Veřejná zakázka“)


Tato příloha zadávací dokumentace představuje seznam technických požadavků Zadavatele stanovených jako požadované minimum na Plnění., tj. subskripci ke komerční odnoži PostgreSQL.
Dodavatel vyplní položky, které jsou označeny k vyplnění „[DOPLNÍ DODAVATEL]“. Zadavatel uvádí své minimální požadavky subskripci ke komerční odnoži PostgreSQL.
Specifikace požadavků:
	P. č.
	Požadavek
	Splnění požadavku
Dodavatel doplní dle skutečnosti odpověď „ANO“ nebo „NE“
	Podrobný popis řešení

	1
	Databázový engine založený na opensource platformě PostgreSQL
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	2
	Musí být zajištěna plná kompatibilita s PostgreSQL (minimálně s verzí 14 nebo vyšší), včetně podpory standardní SQL syntaxe, datových typů a ovladačů (JDBC, ODBC, libpq)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	3
	Řešení musí vycházet ze zdrojového kódu PostgreSQL a zachovávat kompatibilitu na úrovni datového formátu, protokolů a API
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	4
	Musí být ze strany výrobce k dispozici pro platformy Linux x86 a Linux ppc64le (IBM Power)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	5
	Databázová platforma musí být plně kompatibilní se zálohovacím nástrojem Repostor
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	6
	Databázová platforma musí umožňovat nasazení v High Availability (HA) konfiguraci bez závislosti na externích open-source projektech typu repmgr, Patroni, HAProxy či Keepalived (tj. integrované řešení)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	7
	Databázová platforma musí umožňovat automatické failovery a switchovery
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	8
	Databázová platforma musí umožňovat automatické přepínání VIP (virtual IP) mezi jednotlivými nody clusteru
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	9
	Databázová platforma musí umožňovat synchronní i asynchronní replikaci.
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	10
	Databázová platforma musí umožňovat load balancing čtecích dotazů mezi sekundárními instancemi
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	11
	Databázová platforma musí umožňovat centralizovanou správu clusteru (např. webová konzole či API)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	12
	Databázová platforma musí obsahovat rozhraní (GUI nebo API) umožňující monitorování výkonu jednotlivých SQL dotazů včetně jejich plánů vykonávání (exekuční plány) a statistických údajů (čas, počet čtení/zápisů, počet volání)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	13
	Databázová platforma musí umožňovat identifikaci nejvíce zatěžujících dotazů (tzv. Top SQL) podle CPU času, počtu spuštění, I/O nebo trvání dotazu
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	14
	Databázová platforma musí umožňovat vizualizaci a analýzu query execution planu prostřednictvím grafického nástroje nebo webového rozhraní (bez nutnosti manuálního spuštění jednotlivých EXPLAIN příkazů)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	
	Nabízené řešení musí obsahovat centralizovaný nástroj pro monitoring, alerting a správu databázových instancí, který umožňuje:
	
	

	15
	· sledování výkonu (CPU, I/O, locks, slow queries)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	16
	· definici prahových hodnot a notifikací (email, SNMP, REST API)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	17
	· správu konfigurací, patch management
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	
	V oblasti zabezpečení musí nabízené řešení podporovat:
	
	

	18
	· resource management pro kontrolu využití CPU, I/O podle role nebo session
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	19
	· transparentní šifrování dat (TDE)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	20
	· integrovanou a plnohodnotnou politiku hesel (min. délka, expirace, historie)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	21
	· analýzu uživatelských privilegií (kdo a co může, např. přes dictionary views či procedury v připravené package)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	22
	· uživatelské profilování (tzv. user profiles) a uživatelské resource limity (tzv. resource manager)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	23
	· řízení přístupů na úrovni schématu, tabulky, řádku a sloupce, a to prostřednictvím konfigurovatelných bezpečnostních politik (Row-Level a Column-Level Security Policies)
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	24
	· auditní logování všech autentizačních a konfiguračních událostí a SQL operací (DML, DDL, DQL, DCL) bez nutnosti instalace rozšíření třetích stran
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	
	Součástí podpory musí být:
	
	

	25
	· Přístup  k nejnovějším aktualizacím
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	26
	· Garantovaná reakční doba po založení tiketu s rozlišením, zda se jedná o produkční či neprodukční prostředí a s vícestupňovým rozlišením závažnosti tiketu
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	27
	· Pro neprodukční subskripce požadujeme u tiketů se závažností vyšší než nejnižší reakční dobu maximálně 4 hodiny v pracovních dnech
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	28
	· Pro produkční subskripce požadujeme u tiketů se závažností vyšší než nejnižší reakční dobu maximálně 2 hodiny v režimu 24/7
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]

	29
	· Konzultační podpora musí být dodávána pracovníky výrobce, nikoliv dodavatele software.
	[DOPLNÍ DODAVATEL]
	[DOPLNÍ DODAVATEL]
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